Agenda today - Session 1

13:30 - 15:00  WISE - Session 1

13:30  WISE - Welcome and Introductions
   Speaker: David Kelcey (UKRI STFC)

13:40  EOSC - Trust and Security
   Speaker: David Groep (NWO)

14:10  Incident Response & Threat Intelligence Working Group (IRTI-WG)
   Speaker: David Crooks (UKRI STFC)

14:30  Security for Collaborating Infrastructures trust framework (SCI-WG)
   Speaker: David Kelcey (UKRI STFC)

14:40  Updates from SCI-WG sub-tasks
   Speakers: David Crooks (UKRI STFC), Thomas Barton (UC Chicaga & Internet), Uros Stevanovic (Karlsruhe Institute of Technology)
   - Policies and procedures developed for SLATE
     Speaker: Thomas Barton (UC Chicago & Internet)
   - SCI Maturity Assessment and Guidance
     Speaker: Uros Stevanovic (Karlsruhe Institute of Technology)
   - IRIS Security Policies - development of AARC PDK
     Speaker: David Crooks (UKRI STFC)
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Welcome to the WISE meeting

- Welcome to all - thank you for joining this virtual meeting!
- Guidance
  - Please mute your microphone when not speaking
  - When we reach Q&A time
    - Use the request to speak button (raise hand) to ask a question or just make a comment if appropriate (Chair will invite you to speak)
    - Or use the Zoom Chat (questions may be answered later)
  - Slides available via the agenda page (and/or WISE wiki) [https://events.geant.org/event/733/](https://events.geant.org/event/733/)

- Group “photo” (start of coffee break)?
- Any questions now on the logistics?
WISE Community - recent history

- Started in October 2015 - Workshop - Barcelona
  - Jointly organized by GEANT SIG-ISM and IGTF SCI
- Community members come from e-Infrastructures across the world
  - Governed by a steering committee
  - thank you to Ana Afonso for support
- Meetings in 2020 (both virtual)
  - 21 April
  - 26 and 29 October

NSF Cybersecurity Summit Oct 2019 (San Diego CA)
WISE Working Groups

**Active Working Groups** - All 4 included in today's agenda

- Security Communications Challenge Coordination Working Group (SCCC-WG) - joint with SIG-ISM
- Incident Response & Threat Intelligence Working Group (IRTI-WG)
- Risk Assessment WISE (RAW-WG) - joint with SIG-ISM
- Trust and policy issues related to the Security for Collaborating Infrastructures trust framework (SCI-WG)

**Not yet started (was proposed at last WISE meeting)**

- Best Practices for handling Software Vulnerabilities
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## Agenda today - Session 2

<table>
<thead>
<tr>
<th>Time</th>
<th>Event</th>
<th>Speaker</th>
</tr>
</thead>
<tbody>
<tr>
<td>15:00</td>
<td>Coffee break</td>
<td></td>
</tr>
<tr>
<td>15:20</td>
<td>Trusted CI Framework Update</td>
<td>Steven Craig Jackson Jr (Indiana University)</td>
</tr>
<tr>
<td>15:45</td>
<td>Risk Assessments (RAW-WG)</td>
<td>Bart Bosma (SURF)</td>
</tr>
<tr>
<td>15:55</td>
<td>Security Communications Challenge Coordination Working Group (SCCC-WG)</td>
<td>David Groep (Nikhef)</td>
</tr>
<tr>
<td>16:00</td>
<td>Fighting online distribution of Child Sexual Abuse Material</td>
<td>Romain Wartel (CERN)</td>
</tr>
<tr>
<td>16:50</td>
<td>WISE - next steps</td>
<td>David Kelsey (UKRI-STFC)</td>
</tr>
</tbody>
</table>
Wrap-up & Next steps for WISE in 2021

• Thanks to all for today’s meeting
• Please join the WISE Community mail list
  • https://lists.wise-community.org/sympa/info/wise
• Work will continue in the WG’s you heard from today
  • Please join those you are interested in
  • Lots of opportunity to contribute and/or comment
• The new WG “Handling Software Vulnerabilities” will be started
• Next joint SIG-ISM meeting is on 26&27 Oct 2021
  • Will there be an “in person” component? (tbd)
Backup slides
The WISE community enhances best practice in information security for IT infrastructures for research.

How do we operate to fulfil the WISE mission?

• WISE fosters a collaborative community of security experts and builds trust between IT infrastructures, i.e. all the various types of distributed computing, data, and network infrastructures in use today for the benefit of research, including cyberinfrastructures, e-infrastructures and research infrastructures.

• Through membership of working groups and attendance at workshops these experts participate in the joint development of policy frameworks, guidelines, and templates.
WISE and Trusted CI have agreed a joint statement of collaboration

“Trusted CI and WISE share a common goal to support the research mission through the development of appropriate cybersecurity practices. Through close collaboration, the groups will ensure that cybersecurity frameworks, templates, and policies for our international infrastructures for research will grow increasingly aligned and interoperable.”