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... when one morning in April 2020 ...
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https://sectigo.com/resource-library/what-is-acme-protocol
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https://cert-manager.com/customer/HEAnet
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https://certbot.eff.org/docs/using.html#hooks

DefineDNS.sh [hook script]



  

https://certbot.eff.org/docs/using.html#hooks

DefineDNS.sh [hook script]



  

https://certbot.eff.org/docs/using.html#hooks

DefineDNS.sh [hook script]



  

Deploy.sh

/etc/letsencrypt/live/$FQDN/*.{key,crt}

● Apache
● Postfix
● LDAP
● Unify
● GitLab
● ...

From:

To: 
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  “Live”  pre-recorded demo, within the pre-recorded presentation



  

Auto-renew?
Definitely possible. Planned.

Why DNS rather than HTTP challenge?
Not blocked by Firewall for internal websites

Why not just use Let’s Encrypt?
Yes, you can
ACME Sectigo certificates can last up to 1 year

Does it have to be shell script?
ACME supports all major languages.



  

Big thanks to 
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